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Introduction

In TISPAN a discussion have gone on regarding the CDIV supplementary service. The two main topics have been 

-
which procedure shall the AS indicate to the S-CSCF when setting up the call forwarded call.

-
what entry shall be used in the P-Asserted Identity, if the originating or terminating call case is used.

A number of operators have stated that they do not want that the CDIV service shall change the P-Asserted-Identity when the call undergoes diversions. 
This document analyses the present text in TS 24.229 for the mobile originated case and mobile terminated case with the assumption that the P-Asserted ID header shall not be changed when a call undergoes a call diversion. 

Basic assumptions

A call is set up from user A registered in S-CSCF A to user B registered in S-CSCF. User B has call diversion activated in AS-B connected to S-CSCF B. User B has diverted the call to user C registered in S-CSCF C.





Call set-up for a diverted call

The figure is not complete. The call may visit more As during the call. I-CSCF, P-CSCF and S-CSCF and merged into one entity CSCF. 

Mobile originating procedure

Problem with originating procedure if P-Asserted identity is not changed

 

 [Since we assume that the originating procedure that shall be used it is section 5.4.3.2 that applies.]

[ 5.4.3.2 states:]

 

When the S-CSCF receives from the served user or from a PSI an initial request for a dialog or a request for a standalone transaction, prior to forwarding the request, the S-CSCF shall:

[skip]

 

1)
determine whether the request contains a barred public user identity in the P-Asserted-Identity header field of the request or not. In case the said header field contains a barred public user identity for the user, then the S-CSCF shall reject the request by generating a 403 (Forbidden) response. The response may include a Warning header containing the warn-code 399. Otherwise, continue with the rest of the steps;
 [If As identity is in the P-Asserted ID, how can S-CSCF check whether A is barred, since this is B's S-CSCF B. Follows that P-Asserted-Identity of A can not be used if the current procedure needs to be followed]

 [skip]

 

4)
check whether the initial request matches the next unexecuted initial filter criteria based on a public user identity in the P-Asserted-Identity header in the priority order as described in 3GPP TS 23.218 [5], and if it does, the S-CSCF shall:
a)
insert the AS URI to be contacted into the Route header as the topmost entry followed by its own URI populated as specified in the subclause 5.4.3.4; and
b)
if the AS is located outside the trust domain then the S-CSCF shall remove the P-Access-Network-Info header field and its values in the request; if the AS is located within the trust domain, then the S-CSCF shall retain the P-Access-Network-Info header field and its values in the request that is forwarded to the AS;

[It is clear from this that P-Asserted-Identity is used to check the originating IFC, since the originating services for B shall be executed here. Conclusion: the AS should insert P-Asserted-Identity of B, if this should work at all.]

Terminating S-CSCF Procedure; Why that can’t work

Assume that the AS-B retargets the call by changing the Request URI to contain C’s public identity and forwarding it back to S-CSCF staying in the terminating mode of S-CSCF then according to 24.229 sub clause 5.4.3.3:

5.4.3.3
Requests terminated at the served user

When the S-CSCF receives, destined for a statically pre-configured PSI or a registered served user, an initial request for a dialog or a request for a standalone transaction, prior to forwarding the request, the S-CSCF shall:

1)
determine whether the request contains a barred public user identity in the Request-URI of the request or not. In case the Request URI contains a barred public user identity for the user, then the S-CSCF shall reject the request by generating a 404 (Not Found) response. Otherwise, continue with the rest of the steps;

It is clear that there is a big chance that the newly formed Request URI is not in the domain of the S-CSCF and that step 1) will already fail. This is because it is assumed in this procedure that the Request URI represents the terminating served user which in this case should be B, not C.

If it would pass this step then in step 4) which reads:

4)
if there is a original dialog identifier present in the topmost Route header of the incoming request check whether the Request-URI equals to the saved value of the Request-URI. If there is no match, then:

a)
if the request is an INVITE request, save the Contact, CSeq and Record-Route header field values received in the request such that the S-CSCF is able to release the session if needed; and

b)
forward the request based on the topmost Route header and skip the following steps.

Exactly here it may go wrong because, after S-CSCF removed itself from the Route header the Route header may be empty. So where shall it route to then?  If it then uses the Request-URI  the normal procedure is to route to an user defined in the S-CSCF.  

In addition the initial request needs to undergo some of the actions that is specified for the originating procedure as conversion of a Tel URI to a SIP URI. 

 Conclusion

P-Asserted-Identity is used in the originating S-CSCF procedure to identify the originating party of the call leg. In the diverting parties S-CSCF however it is the terminating party of the initial call, that originates a new leg. The procedure as it is now can’t handle this without changing the P-Asserted-Identity. When this is not acceptable other solutions are needed, that either modify the procedures or transport the identity information in a different information element.

Request URI is used in the terminating  procedures to identify the served user, when this Request URI is changed by the application for the purpose of diversion. The Request URI does not represent anymore the served user, but some other party. This causes also this procedure to fail when reused in this case.

Proposal

It is proposed that the issue is discussed and it is at least clarified how a call diversion scenario is intended to work.  
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